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UNITED STATES DISTRICT COURT
EASTERN DISTRICT OF NEW YORK

| | | )
EHAB ELMAGHRABY and JAVAID IQBAL, )
Plaintiffs, )
vs. )
) 04 CV 1809 (JG)(SMG)
)
JOHN ASHCROFT, et al. )
. : )
Defendants. )
)
. ) )
IBRAHIM TURKMEN, et al., . )
)
Plaintiffs, ) .
) 02 CV 2307 JG)(SMG)
" VS, )
)
JOHN ASHCROFT, et al., )
)
Defendants. )
)

UNITED STATES’ OBJECTIONS TO MAGISTRATE JUDGE GOLD’S
ORDER ENTERED ON MAY 30, 2006

INTRODUCTION
Misunderstanding the United _States’é national sécurity concerns and improperly crediting
plaintiffs’ speculation about a chilling effecf, the Magistrate Judge erroneéusly ordéfed the i)ublic
disclosure of highly sensitive, classified information on the Terrorist Surveillance Pro gram
(“TSP”). See, infra, at 4-5. Speciﬁ‘callgf, he required the government to state whefher ariy
membef of the trial team, any sﬁpervisor, anyone else providing any guidance or advice, o-r any
individual likely to be a witness is aware of any monitoring or surveillance of communi?sations

~ between any of the plaintiffs and their attorneys. Because this far-reaching order undermines our
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national security without any plausiblé justification, and does so in a caée in-which the TSP is not
even at issue, the United States respectfully requests that the Court vacate the order to the extent
that it requires any additional disclosures beyond those already made. | | |

| The Magistrate’s opinion rests on two equally faulty premises. First, the Magistrate
concludes that, because the existence of the TSP “has received widespread publicity and has even
“been acknowledged by the President of the United States and other high-level goverﬁment
officials,” thé gbvernrhenft’s claim that sensitive secrets would be revealed by his required
disciosures “Is hard to fathom.” (See Order, Turkmen Docket Entry 497 at 7-8.) In'othel_r words,
‘ tﬁe Magistrate mistakenly assumes that if the existence of a program is public information, the

government has no national security interest in the details of that program. This assumption, ‘

hov;fever, is contrary establiéhed casé law. Halkin v. Helms (Halkin II), 690 F.2d 977, 994 (D.C.
Cir. 1982) (“We reject, as we have previously, the theory that ‘because some information about
the project ostensibly is now in the public domain, nothing aboﬁt the project in which the
appellants have expressed an interest can properly remain cléssiﬁéd’ or chérwise pﬁvileged
from diéclosure”) (quoting Military Audit Préject V. Casey,‘ 656 F.2d 724, 752 (D.C. Cir. 1981‘);,
_Halkin v. Helms (Halkin J), 598 ff.Zd 1 (D.C. Cir. 1‘97'8).

Second, the Magistrate asserts that the disclosure of the government’s awarenéss of
monitoring is necessary to avoid “the chilling spécter of government eavesdropping” and to
ensure that the government has not gained an unfair tactical advaﬁtage. (See 'Order, Turkmen
Docket Entry 497 af 6.) Inreaching this conclusion, however, the Magistrate overlooks the fact
that the United States has already fully addressed any legitiinate concerns the plaiqtiffs may have

by confirming that the government trial team did not and would not receive any intercepts of
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uttorney-client communications and that no such intercepts would be used in the defense of this
action. Further, the Magistrate ignores the narrowly defined and publicly disclosed limits of the
TSP — namely, that it covers only certain international communications as to which there are
reasonable grounds to believe that a party to the communication is amember of al Qaeda, a
member of a group affiliated with al Qaeda, or an agent of al Qaeda or its affiliates. If plaintiffs
have no such relationship to terrorist groups,. such as al Qaeda, as they allege in their complaint,’ .
then they have no basis for believing that their communications are being monitored under the -
TSP. In addition, even if plaintiffs have a relationship to a terrorist organization, they still cannot
legitimately claim any added marginal chili or other disadvantage from the TSP, because persons E

associated with terrorist groups could alternatively be subject to surveillance pursuant to other

‘means (such as under the Foreign Intelligence Surveillance Act or surveillance conducted

overseas).

Because the Magistrate’s decision rests on two erroneous Apremi_ses and compromises
national security, this Court should vacate the Magistrate’s order requiring ‘the' additional
disClosures. At most, the United S-tates should be required to use the proposed witness statement
initially crafted by the Magistrate. This statement was designed to balance the interests.of both
sides and provide a reasoned compromise, but in his Order, the Magistrate summarily rejected it.
This Court should reverse the Magistrate’s flawed decision. |

In ihe alternative, the United States requests a stay of execution of the May ?;O, 2006,

Order until final resolution of Center for Constitutional Rights, et al. v. George W. Bush, et al.,

1See Turkmen Third Ameénded Complaint, 9 16-22, 149; Elmaghraby First Amended
Complaint, 19 49, 51, 75. :
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Civil Action No. 06 CV 313 (S.D.N.Y.), which raises a broader disclosure issﬁe and in which the
Uni'ted.States haé asserted the state secrets privilege. That case involves a challenge to the TSP,
whereas the instant litigation does not. This Court should reject the plaintiffs’ invitation to use
this tort litigétion as a backdoor means t§ attack tﬁe TSP.

BACKGROUND

1. The T errorist Surveillance Program: With the attacks of September 11, al Qaeda
demonéfrated its ability to introduce agents into the United States uﬁ(ietected and to perpetra;ce
devastating attacks. Since then, al Qaeda leaders have repeatedly promised to delivér another,
even more devastatirig assault on America. For example, in October 2002, al Qaeda leader
| Ayman ai—Zawahiri stated in a \}ideo addressing the “citizens of the United States™: “I prémise
you that the Islamic youth are preparing for you what Will fill your ears with horror.” In October
2003, Osafna bin Laden stated in a released Videotape that “We, God willing, will continue to
fight you and will continue martyrdom operations inside and outside the ‘United Sfates oD
And again in a videotape released on October 24, 2004, bin Laden warned U.S. citizens of further |
attacks and asserted that “your security is in your own hands.”

In recent months, al Qaeda has reiterated its‘ intent to inflict a catastrophic terrorist attack
on the United States. On December 7, 2005, al-Zawahiri professed that al Qaeda “is spréading,
growing, and becoming stronger,” and that al Qaeda is “waging a great historic battie in Iraq,

' Afghénistan, Palestine, and even in tﬁe Crus’adérs’ own hémes.” Finally, as is well known, since
September 11, al Qaeda hés staged séveral large-scale attacks aréund the world, including in

Indonesia, Madrid, and London, killing hundreds of innocent people. As the President has made

clear, “[t]he terrorists want to strike America again, and they hope to inflict even more damage
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than they did on September the 11™.” See Press Conference of President Bush (Dec. 19; 2005),
available at http://www.white-house. gov//news/releases/ZOOS/ 12/2005 1219-2.html.

For this reason, as the President has explained, finding alv Qaeda sleeper agents in the
United States remains one of the paramount national security concerns to this day. See id. One
of the means for rooting out such agents is the TSP, a program that the President publicly |
acknowledged in December 2005. Under the TSP, the Pfesident authorized the National Security
Agency to intercept certain éommunications as to which there are reasonable grounds to believe
that (1) thé communication originated or terminated outside the United States, and (2) a party to
such communication is 2 member of al Qaeda, a mémber of a group affiliated with al Qaeda, or
an agent of,val Qaeda or its affiliates. See Press Conference of President Bush (Dec. 19, 2005).
The purpose of the TSP is to protect fhe. Nation from foreigﬁ attack by detecting and preventing
plots by a declared enemy of the United ‘States that has ah‘cady killed thousands of innocént
civilians in the single deadliest foreign attack on U.S. soil in the Nation’s history.

2. Procédural Background: This litigation has nothing to do with the TSP, but rather the
- conditions of confinement that existed in two detention facilities over fopr years égo. However,
on February 22, 2006, the Turkmen piaintiffs served “Plaintiffé’ Second Set of Interrogatoi'ies
and Request for Production of Documents. to' the United States,” seekirig discovéry into the TSP. '
Because thié discovery sought information irrelevant to plaintiffs’ claims, was served more than
fifteen months after the deadline for written discovery, and did not comply with the limitations
set forth in this Court’s diéc;)very order, the United States objected. (Order, Turkmen Docket

Entry 134, dated November 17, 2004; United States’ letter, dated February 28, 2006, is attached
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at Tab 1.) Specifically, the United States opposed Interrogatory No. 9,> which required the

United States to:
State whether any telephone, email or other communication between any plaintiff
and his counsel was monitored or intercepted since the plaintiff’s removal from
the United States. If yes, state the date and time of the communication monitored,

‘state the form of the communication monitored, identify the individuals involved,
and identify each person who.authorized such monitoring.

Ata March' 7, 2006 status conference, the Magistrate agreed with tha United States that
 this interrogatory was inappropriate. As he rtoted, the interro gatory “has nothing to do really
with the claims in this case.” (Copies of the relevant pages of the Transcript of March 7, 2006,
Turkmen Docket Entry 481, at 29, 33, are attached at Tab 2.) It did not relate to aﬁy ofplaintiffs’ |
| ciaims or defenses. Nt)netheless, without any adyance warning to the United States, the
Magistrate sua sponte crafted his own remedy:

| I want to know that no member of the trial team is ‘awar,e of any of this activity. I

want a representation that as far as the members of the litigation — [When] I say

trial team, I mean the litigation team and support staff, et cetera — that as far as
you know, no witness who might testify in this action is aware of any information

culled through devices such as described in 9. .. . And I want a commitment that
- no information developed through such means will be used in the litigation of this
“case. '

Id. at 33.
Because of the national security concerns arising from the Magistrate’s discovery
initiative, which seeks a window into the TSP, the United States promptly sought |
reconsideration. .(See United States’ letter, Turkmen DocketEntry 477.) In support, the United

States explained that “it would be inappropriate to provide on the public record answers to these

?Plaintiff Igbal did not serve any discovery .si_rnilar to Interrogatory No. 9, but has
demanded that the United States respond to said interrogatory. (See Plaintiffs’ letter, Turkmen
Docket Entry 482 at 3.) '
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questions because no official or employee of the govemrrient, including trial counsel, can
publicly confirm or deny whether any pommunications, were intercepted by classified means.”
Id. at 1-2.

Plaintiffs opposed the motion and, attempting to justify their position, suggested that their |
concern regarding the aueged monitoring of privﬂeged communications wés VEry narrow.
.Speciﬁcally, plaintiffs stated that “attorneys representing the United States may have éccess to
confidential communications between adverse parties and their counsel, and may use evidence
gathered by such monitoring to prepare the government’s case, or even in court.” (See Plaintiffs’
letter, Turkmen Docket Entry 478 at 4.) Plaintiffs further contended that the Court’s questions
were tailored specifically to address this concern. According to plaintiffs,“the Court has not
directed the.United‘ States to certify that no such monitoring has taken place, nor even that no
monitoring of privileged attorney-client communications has taken place, but simply that né such -
intercepts have been or will be revealed to the United States’ ;‘rial team or used in the defense of
the action.” “Id; at 3 (emphasis added).

Interpreting the Court’s questions in this fa‘shioﬁ, and based on plaintiffs’ representatibns
of the scope of their concern, the United States provided a"full and complete response on March
27,2006. In the interest of moving férward, the United States infomied plaintiffs and the Court:
“First, no member of the trial team has received any intercepts of attorney-client |
communications. Second, no membe; of the trial téam expects or intends to receive any
intercepts of attorney—clieﬁt communications. Third, no such intercepts Willl be used in the
‘defense of the action.” (See United States’ letter, Turkmen Docket Entfy 479.) Becaﬁsg this

response addressed all the concerns identified by plaintiffs in their opposition to reconsideration,
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it should have ended the discovery dispute.

But plaintiffs wanted more. Déspife their previous representations, they demanded to
know whether members of the trial team were aware of the fact tha’; any alleged interception took
place, whether any witnesses were aware of such fact, and whether witnesses will have access to A
the contents of any intercepted communications. (See Plaintiffs’ letter, Turkmen Docket Entry
482 at 1.) Plaintiffs further demanded representations on behalf of “higher level decisionmakers,
not cénsidered members of the trial team, [who] may have access to those same corﬁmunications,
and may make critical decisions in this case based on those communications.” d. at 2. These
disclosures, plaintiffs contended, were necessary to avoid ari “overall chilling effect on attorney-.
client relationé.” Id. Plaintiffs never provided, however, any explanation of how or why their
communications could have been chilled by the TSP in light of (1) the limits of the program
acknowledged by the President and (2) plaintiffs’ a_llegations that they have nothing to do with
terrorist organizations, that they have béen cleared of all tei’rorism ‘charges, and that they .“abhof |
terrorism.” See, supra, p. 3, n. 1. Nor did plain.tiff‘sb explain Why‘the government would be uéing
the TSP — a critical tool designéd to help prevent another al Qaeda attack on the United States—
merely to win a fort sui‘; challenging éonditions bf confinement that allegedly existed over four
years ago. |

On April 13, 2006, the United States filed a reply objecting to plainﬁffs’ evolving
| concerns and unsubstantiated speculation. The United States also pointed out that any reasonable
concerns of the plaintiffs should have been satisfied by the government’s previous
representations on Wﬁat the trial team knows and what it will use in defense of the action. Aéthe

United States pointed out, the représentation that “no such intercept will be used in the defense of
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the action” renders unnecessary any further inquiry into whether anyone (including witnesses) 1s
aware of the mere existence or non-existence of any alleged interceptions. (See United States’
letter, Turkmen Docket Entry 485 at 2.)

Recognizing the government’s concerns, and “to resolve the apparént impasse,” the
Magistrate designed an alternative to pléintiffs’ discbvery requests. (See Order, Turkmen Docket
Entry 497 at 4.) Spéciﬁcally, he crafted a prdposed witness statement thaf did not require the
disclosure of potentially classified information, and he directed the parties at an April 21, 2006,
status conference to explicate thelr‘posmons regarding this statement 1n lieu of further d1scovery

on the TSP. The proposed statement provided as follows:

1) I am not aware of any surveillance or interception of the substance of
attorney-client communications by the government; OR

2) I have never been made aware of the substance of any attorney-chent
communications; OR :

3) . Ido not have, and have not had since the first time I met w1th trial counsel

in this case, any recollection of the substance of any attorney-client
communications; OR '

4) I have not communicated the substance of any attorney-client
communications I recall to trial counsel and have not used the substance of
any attorney-client communications to influence trial counsel’s conduct of
this case in any manner, I agree not to do so in the future, and I cannot
anticipate any reason why truthfully answering questions relevant to the
allegations plaintiffs make in this case would require me to communicate
the substance of any attorney-client communications.

If any of the above four paragraphs are true, and you agree that, if

you become aware of attorney-client communications in the future
you may not reveal them to trial counsel, sign below:

Id.

On May 5, 2006, the United States notified the Magistrate that, in the interest of
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compromise, it would accept the statement with only slight modifications.? Additionally, the
United States proposed a protocol and reasonable conditions designed to clarify the terms under
- which signatures would be obtained.* (See United States’ letter, Turkmen Docket Entry 489.)
Plaintiffs, however, opposed the witnesses statement and claimed that only the discovery they
sought would protect their asserted interests, allow for remedial action, and avoid the purported
chill in communications. (See Plaintiffs’ letter, Turkmen Docket Entry 488.)

3. Order of May 30, 2006: Notwithstanding the government’s grave national security
concerns, on May 30, 2006, the Magistrate entered another Order, abandoning his proposed
witness statement without a reasoned explanation and broadening the discovery he ordered two
months earlier. In this revised order, he required the United States to:

(1) - state whether any member of the tnal team is aware of any
monitoring or surveillance of communications between any of the
plaintiffs and their attorneys in either of these related actions. The
‘trial team’ includes all attorneys and support staff who are _
participating in the defense of this case, as well as any supervisors
or other individuals who are providing guidance or advice or
exercising decision-making authority in connection with the

defense of the United States in these cases;

-2 state whether any individual who has been identified as a likely
witness-in either of these cases is aware of any monitoring or

*A copy of the proposed modification to the Court’s statement is attached at Tab 3.

*First, each witness who has relevant factual knowledge regarding the plaintiffs’
allegations and is interviewed by the attorneys representing the United States would be asked to
sign the statement. The statement would be disclosed only if the witness testifies by affidavit, at
a deposition, or at trial. Second, the following conditions would apply: (1) only witnesses who
have relevant factual knowledge regarding the plaintiffs’ allegations and are interviewed by the
attorneys representing the United States will be asked to sign the statement; (2) the United States
is not precluded from interviewing any witness who declines to sign such statements; (3) no
discovery may be taken concerning the matters set forth in and/or related to any statements; and
(4) the statements cannot be used in any manner in these cases.

10
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surveillance of communications between any of the plaintiffs and
their attorneys in either of these related actions; and

(3)" state whether any infoﬁnation obtained from monitoring or
surveillance of communications between any of the plaintiffs and
their attorneys in either of these related actions will be used in any
way by the United States in its defense of these cases and, if so,
identify the information that will be so used.

Order, Turkmen Docket Entry 497 at 10.

In other words, he required the Untied States to disclose not just whether the trial team is
aware of any mbnitoring, but also (by broadly defining “trial feam;’) whether “ar'ly‘supervisors or
other indiViduéls who are providing guidance or advice or exercising decision-making authority”
are awére and wheti1er anyone “who ‘has been identified as a likely witness™ is aware. In the
~ previous order, he did not cover supe;rviéors or high-level officials who ever gave guidance;
rather, h¢ covered bnly “litigation téarﬁ and supﬁort staff, et cetera.” (Tab 2 at 33.) Nor did he
previously réquire the United Statés to reveal the knowledge of potential witnesses (such as the
former Attorney General or thg' cment Director of the FBI); instcad,ihe simply wanted a
representation that “as far as you [trial counsel] know, no witness who might testify in this
action is aware of any information qulled thr.o_ugh devices such as described in [the
interrogatory].” Id. (emphasis supplied). Finally, in the May 30™ Order, the Magistrate made
clear that the government had to disclosé not just individuals who have knowledge of the
“substanée” of intercepts, but also anyone who “merely know(s] that conununicgtions were
intercepted.” (See Order, Turkmen Docket Entry 497 at 9.) These disclosure obligations, the

Magistrate determined, are “continuing one[s], and any responses must be supplemented as new

witnesses are identified or additional responsive information comes to light.” Id. at 11.

11
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4. THE RELATED LITIGATION: Center for Constitutional Rights, et al.
v. George W. Bush, et al., Civil Action No. 06 CV 313 (S.D.N.Y.)

On January 17, 2006, the Center for Constitutiénal Rights (“CCR”), including four CCR
 attorneys and aACCR legal worker, filed an action against the President Qf the United States, as
well as several gobvernment agencies, including the National Security Agency: Center for
Constitutional Rights, et al. v. George W. Bush, et él., Civil Action No. 06 CV 313 (S.D.N.Y.).”
The CCR complaint alleges that the NSA is conducting unlawﬁl surveillance of the
corhrﬁunications Between plaintiffs and their counsel. It furthér alleges that the plaintiffs
represent individuals who were detained or investigated for terrorism-related matters and,
therefore, chmunicatibns with these individuals fall within tﬁe scopé of the NSA’s monitoring
program. (See CCR Cmplt. 119 35-40.) Rachel Meeropol, a CCR attorney who represents.the
Turkmen plaintiffs, alleges t.hat “[i]n the course of her work on the Turkmen case she
communicates with the named plaintiffs and pbtential class members . . . [, and that some of
thése iﬁdividuals] are likely to be viewed By the United States as fitting within the broad criteria
for NSA‘surveillance outlined by Attornéy General Gonzales.” Id. at 40. Plaintiffs seek |
declaiatory aﬁd injunctive relief, including enjoining furtﬁer surveiilénce as well as an order
requiring disclosure of all new unlawful surveillance of plaintiffs’ communications carried o'utA
pursuant to the program.

On May 26, 2006, the United States formally asserted the state secrets privilege, which

5 Although this action was filed in the district court for the Southern District of New
York, on June 19, 2006, the United States sought to have the CCR case transferred and
consolidated with the other cases that are subject to a transfer and consolidation motion before
the Judicial Panel on Multidistrict Litigation. See In re National Security Agency
Telecommunications Record Litigation, MDL Docket No. 1791. A hearing of the MDL panel on
the transfer and consolidation motion is presently scheduled for July 27, 2006.

12
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was supported by public and in camera, ex parte declarationé of John D. Negroponte, the .
Director of Natipnal Intelligence, and Major General Richard J. Quirk, the Signals Intelligence
Director of the NSA. The state secrets privilege was asserted to “protect intelligence
information, sources, and methods that are implicated by the allegations in this case” that pertain
to the NSA’s surveillance program; (See Negroponte Decl., Tab 4 at § 11; see also Quifk Decl.,
‘Tab 5 at { 7, filed in support of Defendants’ Motion to Dismiss or; in the Alternative, for
Summary Judgment, CCR Docket Entry 28.) In paﬁicular, Dire'ctdr Negroponte made the |

following averments:

Plaintiffs also make allegations regarding whether they have been subject to .
surveillance by the NSA. The United States can neither confirm nor deny
allegations concerning intelligence activities, sources, methods, or targets. For
example, disclosure of those who are targeted by such activities would
compromise the collection of intelligence information just as disclosure of those
who do are not targeted would reveal to adversaries that certain communications
channels are secure or, more broadly, would tend to reveal the methods being used

~ to conduct surveillance. The only recourse for the Intelligence Community and, in
this case, for the NSA., is to neither confirm nor deny these sorts of allegations,

regardless of whether they are true or false. To say otherwise when challenged in
litication would result in routine exposure of intelligence information. sources,

and methods and would severely undermine surveillance activities in general.

(See Tab 4 at § 12 (emphasis added); Tab 5 at § 8.)° Accordingly, the state secrets privilege was
formally invoked “to prevent the disclosure of: (1) information regarding the nature of the al
Qaeda threat; (2) further information regarding the TSP; and (3) information that would confirm

or deny whether individuals have been targeted for surveillance by the NSA.” (Tab 4 at 113.)

SThese declarations were submitted as exhibits in support of the Defendants’ Motion for
Summary Judgment or, in the Alternative, for Summary Judgment in the CCR case and are
provided here for the Court’s convenience only.

13
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ARGUMENT

Ighoring the serious implications of plaintiffs’ escalating discovery demands and relying
on unwarranted speculation about é chilling effect, the Magistrate expanded his sua sponte |
discovery order and improperly requiréd the governrrlént to reveal classified information that is
Vital to oﬁr national security and our ongoing fight against al Qaeda. In so doing, the Magistrate
enabled the plaintiffs to use this litigation — a tort acti'on challenging detention conditioné - as‘ a
backdodf channel to obtain sensitive national security information that plaintiffs’ counsel are
seeking in another case, Center for Constitutional Rights, et al. v George W. Bush, et al., Civil
Action No. 06 CV 313 (S.D.N.Y.). This Co_urt should reject plaintiffs’. efforts and vacate the
- portion of the Magistrate’s order requiring the additional disclosures. |

Th§ Magistrate’s decision rests on two e’qually. unsuppofcabie préfnises. Flirst, the
Magistrate concludes that, because the mere existence of the_ TSP is public, all the details of that
_progrém should be f)ublic as well, and the government has no continued interest in withholding
* the disclosure of those details. Second, the Magistrate asserts that such disclosure is necessary to
~ avoid “the chilling specter of govémment eavesdropping” on plaintiffs” attorney-client
communications, see Order, Turkmen Docket Entry 497 at 6, even though the Urﬁted States has
alréady confirmed that its trial team is not receiving any intercepts of attorney-client
communications and that no such i_ntercepts would be used in the defense of this action.

Moreover, the Magistrate’s ofder should be vacated because it rejects the proposed”
Witness statemeht without greasoned explanation. The Mégistrate himself crafted this witness
statement — presumably to strike some balance between the government’s national security

concerns and plaintiffs’ unsubstantiated interest in uncovering national security secrets —but in

14
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his latesf order, he summarily rejects it. Although the Magistrate explains why he declined to -
adopt the modifications proposed by the govennnenf, he does not expléin why he discarded the
entire proposail altogether. |

Finally, in the alternative, the Un;'téd States requests a stay of the execution of the
Magistrate’s Order until Center for Constitutional Rights, et al. v. George .W. Bush, et al., Civil
| * Action No. 06 CV 313 (S.D.N.Y.), is resolved. Granting a stay on this limited issue would not
prejudice the plaintiffs, would avoid an unnecessary burden on the defendants, and would

conserve judicial resources.

L THE MAGISTRATE MISUNDERSTOOD THE NATIONAL SECURITY ISSUE IN
THIS CASE AND IMPROPERLY ORDERED THE DISCLOSURE OF SENSITIVE
CLASSIFIED INFORMATION.

The primary infirmity with the Magistrate’s decision is that it rests on the erroneous |
premise that complying with thé Ord.erywould not reveal any sensitive blaésiﬁed iﬁformatioh.
According to the Magistrate, “it is difficult to bimagine what relevant facts remain‘ secret but
wbluld be‘ revealed if the information at issue were proyided.” (Order, Turkmen Docket Entry 497
at 7.) The reason for thisv assertion, the Magistrate says, is that the ex_isten_ce of the TSP .is already

-public infﬁrination. Because the program‘ “has received widespread pﬁblicity and has even been
acknowledged by the President of the United States and other high-level ofﬁciéls,” id., “any
claim that sensitive secrets would be revealed . . . is hard to fathqm,” id at 8. |

The flaw in this analysis is that the Magistrate improperly equates disclosure of the

existence of the TSP with disclosure of the details of the TSP. The two are not synonymous, as

the district court in EI Masri recently recognized. See EI Masriv. Tenet, 2006 WL 1391390, at

*6 (E.D. Va. May 12, 2006). D'ismissing claims challenging an alleged unlawful “rendition”

15
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program, fhe El Masri court sqliarely held that there is a “critical distinction” between an
admission that a program exists and the admission or denial of the specific fact at iséue. Id “A
genéral admission provides no details as to the means and methods” involved in the prbgram, and
such “operational details” are “validly claimed as state secrets.” Id.

| The D.C. Circuit recognized the same distinctioh in Halkin v. Helms (Halkin I), 598 F.2d
1 (D.C. Cir. 1978). In that case, plaintiffs challenged the legality of NSA programs involving the
interception and copying of all international telegrams leaving or entering the United States
between 1945 and 1975, and the use of “watchlists” to épeciﬁcally monitor and report on the - |
commcations of U.S. persons intercepted either through the telegrém program or other foreign
signéls intelligence activities. See id. at 4. A great deal of information about these programs had
been pﬁblicly acknowledged during the course of congressional hearings, including the numBer .
of U.S. persons monitored through watchlists (abéut 1,200 from 1967 to 1973), the number of
intelligence reports issued.b.y the NSA with regard to Watéhliéted individuals (about 1,900 from
1967 to 1973), the specific telecommunications companies that assjsted the NSA with these |
activities (RCA Global; ITT World Communications, and Western Union International), and the
number of telegrams pér month reviewed by NSA analysts (about 150,000 from 1969-1972).” In
light of this publicly available information, the district court héd ruled that the government was
reqliired to discloée whether the plafntiffs had been monitored under these programs. But the

D.C. Circuit reversed, denying disclosure of the requested information. See id. at 5, 9-10 (“There

- 7 See Halkin I, 598 F.2d at 4, 10; Final Report of the Select Committee to Study
Governmental Operations with Respect to Intelligence Activities, S. Rep. No. 94-755, 94th
Cong., 2d Sess., Book III at 765 (Apr. 23, 1976); Hearings Before the Select Committee to Study
- Governmental Operations with Respect to Intelligence Activities, 94th Cong., 1st Sess., Vol. 5 at
12 (Oct. 29, 1975) (testimony of Lt. Gen. Lew Allen, Jr., Director, National Security Agency).
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is a ‘reasonable danger’ that confirmation or denial that a particular plaintiff"s communications
have been acquired would disclose NSA capabilities and other valuable intelligence information
to a sophisticated intelligence analyst.”) (citation omitted). As the court concluded in a related
case: “We fej ect, as we have previously, the theory that ‘because some informétion abouf the
project ostensibly is now in the public domain, 'nothing about the prbj éct in which the appellants
have expressed an interest can properly refnain classified’ or otherwise privileged from
disclosure.” Halkin v Helms (Halkiﬁ ID), 690 F.2d 977, 994 (D.C. Cir. 1982) (quoting Military
Audit Project v. Casey, 656 F.2d 724, 752 (D.C. Cir. 1981)). |

The same result is required here, where far iess detailed information about the alleged
NSA activities has been officially confirmed or denied. Indeed, an affirmative response to the
Magistrate’s Order would reveal information that is assuredly not public, such as whether the
plaintiffs are targets of monitoring and the types of communications being monitored (calls with
attorneys or otherwise). An afﬁfmati?e response Would also disclose Atheb government officials
th are involved in fhe surveillance, which is itsvelf classified information. ‘Indeed, it is because
all this information 1is Still highly ciassiﬁed that plaintiffs are Seeking discovery into 1t Tfthe
information Wére i)ublic, they wouldn’t need discovery. /

More importantly, such information is not only'non'-public, but highly sensitive and
critical to national security. As the D.C. Circuit has recog11iz¢d, the “identification of fhe
individuals or organizations whose communications have or have not been acquired presents a -
reasonable danger that state éecrets would be revealed” and “can be useful information to a

sophisticated intelligence analysf.” Halkin I, 598 F.2d at 9. If an individual knows that he is a

tai'get of intelligence activities, he can alter his behavior by taking new precautions against
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surveillance, thereby compromising valuable intelligence'collection. Also, disclosure of whether
someone is subject to surveillance would tend to reveai iﬁt_elligence methods that are at issue in
the surveillance, thus compromising those méthods and severely undermining surveillance
activities in general. For example, our adversaries might be‘able to figure out what types of
peoplg and communications we are targeting, and change strategies éccordingly. See id. at 8
(recognizing that “[a] number of inferences flow from the confirmation or denial of acquisition
of a particular individual’s international communications”; targets can be'alerted, “methods of
acquisitioh” can be fevealed, and “foréign governments or organizations [can] extrapolate the
focus and concerns of our nation’s intelligence agencies™). |

Recognizing the importanée of not aisclosing communication-intelligence éctivities,
Congress has renciered such disclosure punishable by a ﬁﬁe énd up to ten years iﬁpﬂsomeﬁt.
See 18 U.S.C. § 798. In‘ .addi.tion, Section 6 of the National Security Agency Act of 1959
provides that “nothing in this Act or any other law . . . shall be construed to require the disclosure
of thé orgapization or any function of the National Security Agency, of any information with
respect to ﬂle aqtivities thereof, or of the names, titles, salaries;or number of persoﬁs employed
by such agenc;y.” Pub. L.. No. 8 6-36, § 6, 73 Stat. 63, 64, codified at 50 U.S.C. § 402 note.
Consistent with these statutes, Executive Orders prohibit the disclbsure and receipt of such
information except in narrow circumstances. See, e.g., Exec. Order 12958, 60 Fed. Reg. 19825
(Apr. 17, 1995), as amend'ed by Exec. Order 13292, 68 Fed. Reg. 15315 (Mar. 25, 2003)
(classified inforfnation cannot be disclosed to those who do not have proper clearance and a need
to know). Likewise, Departmént of Justice regulations preveht the disclosure of classified

information — even to persons who have the appropriate clearance — absent an actual need to
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know that classified information. See 28 C.F.R. §17.45. Nonetheless, because he found it
“difficult to imagine” what information might still be classifed, the Magistrate ordered the
government to provide discovery responses that could reveal such information.
1t is no defense that the government might be able to answer the Magistrate’s questions in-

the negative, denying any awareness of moni‘poring of plaintiffs’ attorney-client communiqations.
Indeed, even a negative response would tend to reveal sensitive classified information. See
Halkin, 598 F.2d at 8 (concluding that “[a] number of inferences flow from the conﬁrmation or
| denial of acquisition of 2 particular individual’s international communications”) (emphasis
added). F ifst, a negative response bould provide insight into the scope of government
surveillance and appriée the enemy of which individuals havé avoided surveillance, thereby
revealing critical intelligence fnethods, informing adversaries which agents may communicate
freely, and providing al Qaéda with a foadmap on how to plan future commﬁnications. As -
Director Negroponte explained in asseﬁing the state-sécrets privilegé in CCR, “disclosure of
those who are not targeted would reveal to adversaries that certain communications channels are
seéure or, more broadly, would tend to reveal the methods being used to conduct surveillance.”
(Tab4 atq 12V.)

| Secbnd, if thé United States were to state in this case that sbeciﬁc individuals are not
targets of surveillance, but later refuse to comment (as it would have to) in a casé involving an
actual target, someone could easily deduce. by coi‘nparing such responses that the person in the
latter case is a target. It is critical to remember that any discoyery requests in this case could also
be made in other cases, and at a certain point (perhapé tﬂis case, perhaps another one) the.

government might be unable to deny awareness of monitoring. Accordingly, as Director
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Negroponte concluded: “The United States caﬁ neither confirm nor deny allegations concerning
intelligence activities, sources, methods, or targets. . . . The only recourse for the Intelligence
Community and, in this case, fof the NSA, is to neither confirm nor Adeny these sorts of
allegations; regardless of vs}hether they are true or false. To say otherwise when challenged in
litigation would result in routine éxposure of intelligence information, sources, and methods and
would severely undérmine surveillance activi‘ties in general.”™® Id.

The United States made the same argument to the Magistrate.9 (United States’ letter,

| Turkmen Docket Enﬁ‘y 477 at 2.) The United States explained that if an official or employee

“did not know about such intercepts and s0 indicated in one case, any refusal to confirm or deny
such intercepts in another case could itself tend to reveal classified information.” Id. The

Magistrate mislabeled this analysis as “conclusory” and lacking “specific facts or infonhation,"’

: Ordef, Turkmen Docket Entry 497 at 7, but that is simply because he misunderstood what

information is public and what is not. As discussed, the Magistrate erroneously believed that

because the existence of the TSP is public, 'él_l the details are'public as well. That premise is

‘ wrong, and the Magistrate’s Order should be reverséd.

¥ The information so-far disclosed by the United States in an attempt to assuage
plaintiffs’ concerns does not compromise national security because the United States simply
represented that it would not use any intercepted communication in the defense of this action and
that no member of the trial team has received any intercepts or expects or intends to receive any
intercepts. (See United States’ letter, Turkmen Docket Entry 479.) In light of the statutes,
Executive Orders, and DOJ regulations limiting the sharing of classified information, no one
could reasonably expect that the trial attorneys in these tort actions would be aware of the
contents of classified intercepts, let alone use them in the defense of the action. Accordingly, the
United States did not reveal anything that the pla1nt1ffs should not a]ready have known.

9 The United States did not cite the Negroponte declaration from the CCR case because it
was not filed until May 26, 2006, when the United States asserted the state-secret privilege in
that case. ' :
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Mofeover, the Magistrate’s other points are even less defensible. The Magistrate asserts -
that ft is difficult to imagine what facts remain secret becaus;: “the detention of individuals
suspected of involvement in terrorist activities at the MDC [Metropolitan Detention Center] after
September Al 1, 2001, has also been documented.” Id. at 8. But this simply shows a fundamental
'misappréht_ansion‘of the government’s position. The government has never argued tﬁat it has an
interest in keeping secret the faét that it detained terrorisrﬁ suspects at the MDC. That
information is manfiestly public, and it has ndthing to do with the govemment’s concerns
v régarding the Magistrate’s discovery order. The government is céncemed with revealing details
éf the TSP, not with cbnﬁrming that it detained terror susﬁec;ts after Septerﬁber 11.

Likewise, the Magistrate misses the mark when he posits that the government’s discovery
objection is undercut By the fact that the “plaintiffs have been ‘cleared’ by the FBI. of having
links to terrorism.” Id. Perhaps the Magistfate is suggesting that, because pléintiffs have been
cleared of terrorism by the FBI, they are unlikely to be subject td monitoring under thev TSP. But
the United States has never publicly stated that individuéls cleared by the FBI are automatically |
and forever éxcludc_ad from the TSP. To confirm such a proposition regarding the scope of the
TSP (assuming it is correct) would reveai highly sensitive information. As discussed above, any
statement that somebne is not subject to monitoring wQuld provide our adversary with insight -
into the scope .of government surveillance and a roadmap on how to plan future communications.
To be sure, the fact that plaintiffé were cleared by the FBI might give plaintiffs some comfort and
reduce any alleged “chill,” see infra at 22-25, but United States officials cannot confirm or deny |
any awareness of monitoring without jeopardizing national secuﬁty. Accor(iingly, this Court

should vacate the Magistrate’s Order to the extent that it requires any additional disclosures.
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II. THE MAGISTRATE IMPROPERLY CREDITED PLAINTIFFS’
UNSUBSTANTIATED CONCERNS ABOUT A CHILLING EFFECT
AND THE GOVERNMENT GAINING A TACTICAL ADVANTAGE.

The Magistrate compounded his error by improperly assuming that disclosure is
necessary to avoid “the chilling Specter of government eavesdropping” and to ensure that the
United States has not gained a tactical advantage in this litigation. This assumption is fallacious
for two separate reasons.

First, plaintiffs have already received all the ihformation that they previdusly said they
' needed to assuage their concerns. In opposing reconsideration of the Magistrate’s original sua '
sponte order, plaintiffs contended that they were worried only that “éttor_neys fepresenting the
United States méy have access to éonﬁdentiai communica;tions between adverse parties and their
counsel, and may use evidehce gathered by such monitoring tb prepare the government’s case, or
even in court.” (See Plaintiffs’ letter,.T urkmen Docket Entry 478 at 4 (emphasis added).) |
Plaintiffs likewise argued that, to comply With the Court’s order, the United States need only

state “that nb such intercepts have been or will be revealed to the United States’ trial team or

used in the defense of the action.” Id. at 3 (emphasis added).

The United States has already fully responded th these concerns. In the interests of being
cooperative, the United States informed plaintiffs and the Court that “no member of the trial team
has recéived any intercepts of attomey-client communications,” that “no member of the trial team
expects or intends to receive any intercepts 6f attorney-client communications, and that “no such
intercepts will be used in the defense of the action,” (See United Stétes’ letter, Turkmen Docket
Entry 479.) Because these representations fully respondéd to the plaintiffs’ coﬁcems and the

Magistrate’s original three questions, no further representations were warranted, and this Court
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should reject plaintiffs’ post hoc attempt to obtain additional information.

Second, given the narrowly defined limits of the TSP, which have beeﬂ publicly
disclosed, plaintiffs cannot suffer any reasonable chill or other tactical disadvantage when
communicating with their attorneys. In the TSP, the President authorized the NSA to intercept |
only certain communications as to which‘ there are reasonable grounds to believe that (1) the
communication originated or termingted outside the United Stétes, and (2) a party to such
communication is a member of al Qaeda, 2 member of a group affiliated with al Qaeda, or an_
agent of al Qaeda or its affiliates. See Press Conference of President Bﬁsh (Déc. 19, 2005).
Thus, if plaintiffs are not éssociated with al Qaeda, they have no reasonable concern of being

subject to monitoring under the TSP.

| Overlooking this fact, the Magistrate sﬁggeéts that plaintiffs have a cause for concern
simply bécause staff 2_1t the MDC recorded somé attomey-client communications while plaintiffs
were held in that facility over four years ago. (See Order, Turkmen Docket Entry 497 at 6-7.).
.Buf the Mzigistfate’s suggestion is a non-sequitur. No one, no‘t even the plaintiffs, has ever
suggested that the videotaping of communications at the MDC had anything to do with the TSP.
Such videc;:taping was conducted by an entirely different agency (the Bureau of Prisons, not the |
NSA), and it concerned purely domestic communications, which are outside the scope of the
TSP. Additionally, fhe videotaping was performed while plaintiffs were still under investigation,

before they were removed from the country.'® Accordingly, the videotaping at the MDC has no

1"The issue of monitoring at the MDC has been raised in plaintiffs’ complaints, see
Memorandum and Order, Turkmen Docket Entry 507 at 41, n.18, (noting videotaping of
detainees visits with attorneys as well as the federal regulations that prohibit it), and discovery is
being conducted as to it. The videotapes relevant to this issue have been identified and are
available for inspection and copying. '
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beaﬁng on the issue at hand, and the Magistrate had no basis for suggesting that it lends any
cfedence to plaintiffs’ 'unsubstantiated concerns. If plaintiffs are not associated Witil al Qaeda,
they have no reﬁsonable concern that théy are subject to the TSP. |

Moreover, even if plaihtiffs have al Qaeda 'connections, fhey cannot legitimately claim
that their communications .are chilled in any signiﬁcant seﬁse by the TSP or that they have
suffered any-qther tactical disadvantage on account of the TSP. Instead, any al Qaeda associate
must assume that his communications could be subject to surveillance by other means.or entities
- including an order of the Foreign Intelligence Surveillance Court, see 50 U.S.C. § 1801, a Title
III law enforcement warrant, or by other governments or law enforcement authorities. As ia
result, even if the TSP did not exist, al Qaeda operatives would “always run the risk” that their
communications would be mdnitored through these other means; thus, they sh‘ou‘ld‘ already be
chilled with respect to engaging in such commum'caﬁéns.” See, e.g., Commodity Futures
Trading Co;ﬁm nv. Weintmub, 471 U.S. 343, 357-(1985) (rejecting chilling effect claim where
the challenged authorify presented no greater risk than the plaintiff ordinarily faced). -

Yet plaintiffs have never Sought discovery on these alternative surveillance teéhniques
prior to the pﬁblic disclosure of the existence of the TSP,. and that is because plaintiffs are ﬁot
actually concerned by thé. proépect of monitoring. Rather, plaintiffs’ counsel ére simply trying to
use this tort suit as a backdoor mechanism for peering into the TSP. If plaiﬁtiffs ‘were genuinely
concerned with monitoring, they would have sought discovery into all types of potential
monitoring of their communicatidns before the TSP hit the headlines, over a year after the
discovery period in this case ended. Because plaintiffs have failed to express any legitirﬁatc

concerns regarding a chilling effect or other tactical disadvantage, this Court should vacate the
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Magistrate’s order, which was erroneously premised on there being such a disadvantage.

II. THE MAGISTRATE IMPROPERLY REJECTED THE PROPOSED
WITNESS STATEMENT WITHOUT A REASONED EXPLANATION

At mos£, the Court should require government witnesses to sign the witness sfatemerlt'
that the Magistrate himself cfafted, before he rejected it without a reasone(i explanation. As
noted, the proposed witness statement would require each witnesé to attest thét either (1)' he was
“not aware"’A of any surveillance or interception of the substance of attofney—client
communications, (2) he was “never made aware of t.hev substance” of such communications, (3)
he did not have “any recollection of the substance,” or (4) he “has not communicated the
- substance” to trial counsel or used it to influence trial counsel and agrees not to do so in the
future.

By design, the statement was meapt to balénce the interests of both parties. On the one
hand, it would ensure plaintiffs thaf, even if a witness had access to attorney-client
communications, he would 'not reveal those communications to trial counsel or otherwise use it
to influence trial counsel. As a result, even if pléintiffs were subject to the TSP, _even'if their
communications with counsel were being monitored, and even if é witness learned the substance
of those communications, trial counsel would never know anything about it. The United States’s
‘trial strategy would not change, and the plaintiffs would have no cause for concern. Indeed, for
the reasons discussed above, plaintiffs would have no cause for concern even without the
statements, but the statement would provide added assurance that the TSP is not being used to
give the United States a tacticél advantage in these tort‘suits.

At the same time, the witness statement attempted to protect the United States’s interests
in preserVing the confidentiality of the details concérning d sensitive government program and in
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protecting national security. Because all Witness'esbwould be asked to sign the statement,
irrespecﬁve of what they knew, and because no witness would rew}eal Whether he in fact has
access to nionitored communic‘ations, use of the statement would not lead to the releése of
classified information — as the Magistrate himself recognized. (See drder, Turkmen Docket
Entry 497 at 4. (“[T]hé specific infofmation the governmgnt sought to protect would not be -
revealed.”) |

Yet the Magistrate abandoned the witness statement without any explanation. In his
Order entered 01’1 May 30, 2006, the Magistrate asserts thét “plainﬁffs have persuaded [him], "
that this proposal is not adequate for at least two reasons.” Id. ai 8. But neithér of his reasons
relates to the witness étatement. Both are mere responses to additional conditions that the
government had préposed (limiting discovery about the wifness_ statements, allowing the
gbvernment to interview witnesses who refuse to sign the statement, and precluding plaintiffs
from using the witness statements in the litigation). See id. at 8-9. Thus, evén if the Magistr_ate’s
reasoning is correct (and it is not),'! that would simply justify rej ecting the government’s
proposed conditions. It would not justify abandoning the witness statements altogether.
Accordingly, this Court should not uphold the. Magisvtrate’s unreasoned decision.

Iv. INTHE ALTERNATIVE, THE EXECUTION OF THE MAGISTRATE’S
ORDER SHOULD BE STAYED UNTIL THE RESOLUTION OF THE CCR CASE

In the alternative, the Court should exercise its discretion and stay the Magistrate’s Order

' Indeed, permitting full discovery on the witness statements would defeat the entire
purpose of the statements. If plaintiffs were permitted to “test” the witnesses’s representations of
what they know and what they have conveyed to trial counsel, id. at 8, then plaintiffs would be
allowed to uncover the very information that the witness statements are designed to protect.
Plaintiffs would be able learn both the identity of individuals who may have access to classified
information and the substance of any such information. '
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until the resolution of the CCR case, which raises the issue of whether classified information on
the TSP should be disclosed. Granting a stay would not prejudice the plaintiffs; would avoid
unnecessary burden on the defendants; and would conserve judicial resources.
District courts have the authority to postpone civil discovery pending the outcome of a

- parallel case when the interests of justice so require. See United States v. Kordel, 397 U.S. 1, 12
n. 27 (1970); Bridgeport Harbour Place I v. Ganim, 269 F.Supp.2d 6, 8 (D. Conn. 2002) Banks
v. Yokemick, 144 F.Supp.2d, 272, 2.75 (S.D.N.Y. 2001); Morris v. Americaﬁ Federation of State,
2001 WL 123886 *2 (S.D.N.Y. Feb. 9, 2001). For obvious reasons of efficient judicial
administration, courts have long held thaf, with rare exceptions, two separate courts should not
atterﬁpt o resolve similar claims befween the same parties. The Supreme Court has counseled
that in dealing with the "conduct of multiple litigatioﬁ in the federal judicial system," courts
should givé "regard to conservation of judicial resources and compréhensiv'e disposition of
litigation.;' Kerotest Manufacturing Co. v. C—O;T wo Fire Equipment Co., 342 U.S. 180, 183
(1952). “As thé Supreme Court recognized in Colorado River Water Conservation Dist. v. United
States, 424 U.S. 800 (1976), "[a]s between federal distriét coui‘ts, e though no precise rule has
evolved, the general principle is to avoid duplicative litigation." fd. at 817.1 o

Distfict courts in New Yprk apply a balancing test in considériﬁg whether tQ grant a'stay

of discovery to await a decision in a related case. Banks, 144 F.Supp.2d, at 275; Bridgeport
Hafbour Place 1,269 F.Su.pp.‘Zd at 8. Factors éonsidered in this test include: “(1) thé interests of
the plaintiffs in an expeditious resolution and the prejudice to the plainﬁff_ in not proceeding; (2)
the interests of and burdens on the defendants. . . ; (3) the convenience to the court in the

management of its docket and the efficient use of judicial resources; (4) the interests of other
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persons not parties to the civil action; and (5) the interests of the public in the pending civil . . .
gctions.”lz Banks, 144 F.qup.?.d, at 275; see also Brideport Harbour Place I, 269 F.Supp.Zd at -
8; Trustees of Plumbers & Pz)veﬁtter.€ Nat’l Pension Fﬁnd v. Transworld Mech., 886 F.Supp.
1134, 1139 (S.D.N.Y. 1995). |

Balancing these factors weighs in favor of stay because the Urﬁted States only requests
delay on a single limited discovery issue until the broader di'sclosure' issue can be resolved in the
CCR case. The pléintiffs’ interests in an expeditioﬁs resolution will not be harrﬁed because CCR
represents the plaintiffs iﬁ both the CCR case and in the instant case. CCR will have an
opportunity to present its érguments on the issue of Whethér the United States should be
* compelled to disclose claé_siﬁ'ed information in the CCR case and, therefore, the plaintiffs will
not be prejudiced by a shoft de14ay until that iséue is resolved. | The court in Bridgeport Harbour
Place I did not consider it an excessive Bﬁrden on the plaintiffs to delay up to a year‘the entire
civil case until a criminal case could be resolved because issues ih the two cases “clearly
overlap” and the resolution of the criminal case could “streamline discovéry in the civil case.”
Bridgeport Harbour 1,269 F.Supp.Zd at 9.

Turning to the second factor, complying with the. Ofder would severely harm the interests
of the United States. As explained above, the information plaintiffs seek is highly classified, and
its disclosure could jeopardize national security. |

The third factor, the‘ efficient use of judicial resources, clearly weighs in favor of granting
a stay of the Order until the resolution of the CCR case. It would be \}ery inefficient to burden

multiple district courts with plaintiffs’ counsels’ attacks on the TSP. Furthermore, both partiés

2]t appears that only factors 1, 2, and 3 are applicable.
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have an interest in litigating the monitoring issue in the forum in which this matter is squarely
presented and in the process of being briefed, rather than litigating this issue aé a collateral matter
and unrelated to the claims asserted in the instant cas'es.

Lardner v. United States Dep’t of Justice, 2005 WL 758267 (D.D.C. March 31, 2005), is
instructive. In that case, plaintiff filed a Freedom of Information Act request to obtain
o docuﬁlents on presidential pardohs that were in the ;:ustody of the Ofﬁce of the Attorney General,
but the United States withheld certain documents pursuant fo the presidential cbmmunications
and deliberative process privileges. Id. at *1. After the court granfed plaintiff’s motion to
compel production of a new Vaughn indgx, thelc.o-urt stéyed the entire case unti‘l a similar issue
could be resblved in a related case, Judicial Watch v. Department of Justice, 356_F.3d"1 108, in
which the Department of Justice was Withholding presidential pardon documénté under the same
privileges asserted in Lardner. Although the Lardner case was delayed for about two mqnths,
the court did not cpnsider such a delay excessively burdensome or prejudicial to the plaintiff,
despité the fact that the plaintiff was not involved in the Judicial Watch case. Id.

Here, like the Lardner case, the issue of Whether fhe United States should be compelled -
to reveal classified information relating to the TSP is already the subject of litigation in the CCR
éasé. Accofdingly, the most efﬁcient solution would be to stay the portipn of the Magistrate’s
© Order regarding the additional disclosures until the broader disclosure issue in the CCR case 1s
;'esolved, especially considering that virtually the same parties are involved in both cases.

CONCLUSION

For the foregoing reasons, the United States requests that the Court vacate the May 30,

2006 Order to the extent it requires any additional disclosures beyond those already made. In the
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alternative, the United States requests a stay of the execution of the order until the CCR case is

resolved.
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